Ami még maradt, és érdemes meglépni:

* XSS protection:
  + Bemenet validálása **minden rétegen**
  + Output sanitization minden rétegen
  + Content-Security-Policy header használata
* Bejelentkezés után a felhasználó kapjon új session id-t. Ezzel kivédhető a Session fixation, amikor egy hacker bejelentkezés előtt lecseréli a felhasználó id-jét, remélve, hogy ha a felhasználó bejelentkezik, ő majd ugyanazt az id-t használva kvázi bejelentkezve tud garázdálkodni.
* Validálni kell, hogy tényleg pdf dokumentum kerül feltöltésre.
  + Ne legyen túl nagy
  + Ne érkezzen túl sok kérés